**Question 1.** Role based access control is an access control model where resources are protected by access control lists, that are managed by administrators. They provide user permissions based on job functions. This is like the principle of least privilege, in that certain permissions are granted for certain functions.

**Question 2**. Privileged access management is the policies and procedures of software support software, that manages accounts and credentials with admin permissions. It is very important to monitor the activities of these accounts, because they have administrative rights. That could allow for changing other users’ permissions, writing malicious folders or codes into the system. Common techniques would be to implement least privilege over end users, endpoints, applications, services, systems, etc.